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Unprecedented Lawful Access
to 10S and Android Devices

Cellebrite Premium expands lawful device access and data collection to a wide range of advanced
I0S and Android devices, increasing the capacity of the lab to assist investigations with more digital
intelligence.

Key Benefits:

» Advanced Technology: Overcome locked and encrypted Android and i0S devices using various
lawful methods such as passcode brute-force, After-First-Unlock (AFU), and passcode bypass.

High-End Mobile Device Support: Supports the widest range of Android devices including all
leading vendors such as Samsung, LG, Motorola, Google, Huawel, Xiaomi, Alcatel, Sony, and
more.

Widest Data Collection: Benefit from the best collection in i0S and Android devices that
provide data from third-party encrypted applications such as WhatsApp, Facebook, and others.
Additionally, Cellebrite Premium retrieves chat conversations, deleted content, emails, and
other information that is not available in logic-based methods.

Additional Lawful Collection Capabilities: The only tool that provides extraction of Android-
secured containers such as Samsung Secure, Huawel PrivateSpace, and Xiaomi Second Space.




